GOVERNMENT OF RAJASTHAN
Department of Information Technology & Communication

No.F.5(1030)/DoIT/Tech/17f_'E/g g9 3/2017 Jaipur, Dated: }b{/:-})]’}

Office Order

This is regarding preventive measure on cyber-security. All OICs are directed to ensure the
following for website/applications, managed/ maintained/ developed under their
supervision.
1. Alllogin pages, if any, must mandatorily be integrated with sso.rajasthan.gov.in.
2. All upload utility pages/tool must have filters, restricting files other than .pdf and
JP8.
3. All web pages to be published and no direct code such as “.cs’ files in case of dotnet
be uploaded directly on production server.
4. Strictly adhere the web hosting policy guidelines and website policy available on
doitc.rajasthan.gov.in under ‘document -.policy guidelines’ tab.

This issues with the approval of Principal Secretary, IT&C.

b

(A.M.Deshpande)
Technical Director & Joint Secretary

Copy for information and necessary action to:

1. Sr PA to Principal Secretary, {IT & C

2. Director (T), RISL

3. Technical Director & J.S., DolT&C

4. 0IC (RSDC) - GM {(T)

5. All QICs, DolT&C/ RISL

6. All Additional Director/System Analyst/Analuyst-cum-Programmer/Programmer, DolT&C
posted outside Head Office.

7.All DLO’s DolT&C

(DeepshiJ’{a Saxena}
System Analyst (ID)



